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TYPE: AREA: 

Conference Training 
Robotics, autonomous systems, 

artificial intelligence 

European, national, 
regional project 

University course 
Postgraduate 

studies 

C4ISTAR: command, control, 
communications, computers, 

information/intelligence, 
surveillance 

Policy Journal Cybersecurity 

Title:  

USENIX Security Symposium 

Description USENIX Security Symposium brings together researchers, practitioners, system 

administrators, system programmers, and others interested in the latest advances 

in the security and privacy of computer systems and networks. 

Goal  

Organizer USENIX 

Co-organizers/ 

Patrons 

 

Topics Refereed paper submissions are solicited in all areas relating to systems research 

in security and privacy, including but not limited to:  

• System security  

• Operating systems security   

• Automated security analysis of hardware designs and implementation  

• Automated security analysis of source code and binaries  

• Machine learning in a secure systems context  

• Program analysis  

• Embedded systems security  

• Methods for detection of malicious or counterfeit hardware  

• Side channels  

• New cryptographic protocols with real-world applications  

 

 

This topic list is not meant to be exhaustive; USENIX Security is interested in all 

aspects of computing systems security and privacy.  

Date  Aug 11-13, 2021 

Costs TBA 

www https://www.usenix.org/conference/usenixsecurity21 
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